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1. Discussion
It is proposed miscellaneous changes to TR 23.700-91.
It is also a placeholder for missing but necessary changes in November meeting e.g. remove interim in clause 8 as it is last SA2 meeting for TR conclusion.
* * * * First change * * * *

6.15
Solution #15: Data Collection Coordination


6.15.1
Description

This solution addresses Key Issues 2 and 11.

The architecture to support data collection for multiple NWDAF sets or multiple NWDAFs is shown in Figure 6.15.1-1 and figure 6.15.1-2, respectively.. The Data Collection Coordination Function is in charge of data collection for multiple NWDAFs. The DCCF can be a separate network function (NF) or can be a functionality of NWDAF. The DCCF registers in NRF its service area, network slices (S-NSSAIs) and data types it can collect. This is to support distributed network architecture and avoid single point of failure.

 * * * * Next change * * * *
6.22.3
Impacts on services, entities and interfaces

* * * * Next change * * * *
6.32
Solution #32: Enhancing Existing Mechanisms to Reduce Load and Complexity to Determine Entities serving in Area of Interest


6.32.1
High-level Description

This solution focus on KI#11 on reducing the load of data collection and the complexity at NWDAF in determining entities serving an area of interesting.

This solution is targeting of reduce the load of data collection at NWDAF when analytics ID are requested with the target of analytics set to ''any UE''. In this case, NWDAF uses the analytics filter information to determine the entities from which specific data has be retrieved. When the analytics filter information does not include the area of interest, NWDAF uses its NWDAF serving area information (i.e. list of TAIs or Cells) to restrict the entities that it needs to contact for collecting data and generating the analytics ID.
* * * * Next change * * * *
6.36
Solution #36: Determining UPFs serving UEs or in Area of Interest


6.36.1
High-level Description

This solution focus on KI#11 on determining UPFs that are serving UEs and/or area of interest.

This solution proposes the extension of SMF events to provide also information about UPFs associated with UEs traffics or PDU sessions in an area of interest. The procedure in Figure 6.36.1-1 illustrate the enhanced mechanisms.

* * * * Next change * * * *
6.37
Solution #37: Reduction of Frequency from NFs

6.37.1
General
This solution is proposed for Key Issue 11: Increasing efficiency of data collection. Additionally, this solution addresses the issue of triggers for NWDAF data collection defined in KI#13: Triggering conditions for analytics.
This solution enables NWDAF to collect data and basic analytics from the NFs via Event Exposure framework for both training and inference. The Event Exposure framework is extended to enable the reduction of signalling between NFs and NWDAF considering two factors: reduction of frequency of notifications, and reduction of volume of data exposed by the NFs.

This solution can be combined with enhancements proposed by other solutions proposed for KI#11 based on the event exposure. In addition, this solution is applicable if the data collection is performed by NWDAF or by any other dedicated NF as proposed in some solutions for KI#11.

6.37.2
High-level Description

Data collection is especially important for UE dedicated analytics (mobility, communication, exceptions, service experience), where it is essential to gather data over a long period before being able to produce accurate analytics. Permanent data collection for all UEs generates high signalling and computation load. It is however necessary to obtain information about the recent events of an UE and possibly basic statistical trends, without collecting events about a UE all the time.

The solution consists in letting each NF producing events for the NWDAF, permanently log a subset of the most important events for each UE, and maintain basic statistics on the events.

This solution proposes two complementary mechanisms:

-
An enhanced mechanism in the Event Exposure for data collection of past events (or a subset thereof), where NWDAF, i.e. the consumer of the exposed events, can activate or deactivate the reception of notifications from the NFs. This allows NWDAF to collect data from NFs in bulks and reduce the signalling , i.e., frequency of notifications, between NF and NWDAF.

-
An additional mechanism to aggregate in the NF the data related to events.

6.37.2.1
Signalling Reduction: Data collection of past events

The data collection of past events mechanism reuses the Event Reporting Information field of Event Exposure Framework to include the following flags:

-
Deactivate notification flag: The event consumer NF includes in the subscription to an event ID the deactivation flag to indicate to the event provider NF to collect, store the requested event but halt the notification to the consumer. The number of stored events may be limited based on NF configuration; when this number is reached, the NF continues to store new events and deletes the oldest events.

-
Activate-deactivate notification flag: The event consumer NF includes in an event subscription modification request the subscription identification and the activate-deactivate flag to indicate to the event producer NF to send the past collected events not already sent to this consumer NF. After sending the past collected events the event producer continues to store events without sending notifications to the event consumer.

Alternatively, the event provider NF is configured to store events for all the UEs it serves without a trigger from the NWDAF, with a limit in the number of stored events; when this number is reached, the NF continues to store new events and deletes the oldest events. The event provider NF provides the stored events upon request or subscription from a consumer NF. When a request from NWDAF is received, the NF selects the collected data that matches to the period specified in the NWDAF request.

Using the enhanced mechanism in the Event Reporting Information, NWDAF can subscribe to events from NFs such as AMF and SMF, avoid notifications and retrieve the data in bulk when NWDAF requires.

6.37.2.2
Data Volume Reduction: Data Collection of aggregated data

The Data Collection of aggregated data related to events mechanism lets the event provider NF build for each UE a set of basic statistics tables on UE states (e.g. registered, connected to a cell, idle, located in a TA) for different time frames. These tables are updated incrementally at the occurrence of a new event with little computation effort. The NF purges this information when the UE is no longer served by the NF.

Based on configuration, the event provider NF either maintains these statistics tables for all the UEs it serves, or only when an event consumer NF has subscribed to receive them. In the former case, the NWDAF will be able to collect statistical information on past UE states without having to permanently collect information on all UEs.

6.37.3
Exposed NF Data

6.37.3.1
Past events

The NWDAF collects from NFs the same data as defined in TS 23.288 [5] when subscribing to an Event ID, but collects this data in bulk instead of receiving a notification at every occurrence of an event.

6.37.3.2
Aggregated data
The NWDAF collects the following types of aggregated data exposed by AMF, SMF and AF for each of the UEs served by the respective NF, using new Event IDs to be specified for this purpose as part of the NF event exposure service.

NOTE:
The names of the new Event IDs to expose the following types of data will be determined during the normative phase.

a)
A recent past statistics table T(0) for each type of UE states, containing  statistical entries per UE state, over a recent time. This table is cleared periodically with a period T0 (e.g. with T0 = 1 hour, T(0) will contain statistics for the period started at the top of the current hour) and at that time its data may be used to update the historical analytics tables T(1)..T(m). T(0) contains the N most frequent UE states since the last time T(0) was cleared, along with metrics (average, variance) which are computed incrementally (e.g. using exponential moving average) using only the last event and the previous metrics without need of storing the events.

Table 6.37.3.2-1: UE states statistics for the recent past

	Information for Table T(0)
	Description

	List of UE states (1..N)
	

	> State characteristics
	Key identifier of the state (e.g. Cell-ID)

	> Duration
	Metrics (average, variance)

	> Spacing
	Average and variance of the time interval separating two consecutive occurrences of the state.

	> Last occurrence
	Date of last occurrence

	> Number of occurrences
	Counter


b)
Optional historical analytics tables T(1)..T(m) over increasing periods T1..Tm. Each period Tk is a multiple of period T0. Each entry of metrics Duration or Spacing in table T(k) is computed incrementally using only the metrics in table T(0) before clearing T(0) and the previous metrics in T(k).

Table 6.37.3.2-2:  UE states statistics on longer period

	Information for table T(k)
	Description

	List of UE states (1..N)
	

	> State characteristics
	Key identifier of the UE state (e.g. Cell-ID)

	> Duration
	Metrics (average, variance)

	> Spacing
	 Average and variance of the time interval separating two consecutive occurrences of the UE state.


c)
A table T(g) of gauges over a moving period Tg (e.g. last hour), measuring the ratio of occurrence of each event ID, to help classifying the UE (i.e. for the AMF: Loss of Connectivity, Location Reporting, etc.). Each entry is updated incrementally when an event occurs, e.g. using exponential moving average.

Table 6.37.3.2-3: Event ID gauges

	Information for table T(g)
	

	List of gauges (1..max)
	Event type 1

	> Event ID
	Event identifier (e.g. Loss of connectivity)

	> Spacing
	 Average and variance of the time interval separating two consecutive occurrences of the Event ID.


The values of parameters T0, N, T1..Tm, Tg are configured in NFs, consistently across the PLMN.
6.37.4
Procedures

6.37.4.1
Data Collection with Signalling Reduction

The procedure in Figure 6.37.4.1-1 is used by NWDAF to control the frequency of data collection from NFs via Event Exposure for data collection. This mechanism for data collection from NFs with signalling reduction can be used for collecting data that can support inference or training. Furthermore it can be used for collecting past events or aggregated data related to events. In the latter case, both signalling frequency as well as volume of data collection are reduced.
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Figure 6.37.4.1-1: Data Collection with Signalling Reduction reusing Event Exposure from NFs
0.
(Optional) NF is configured to store collected data for all UEs it serves.

1.
The NWDAF subscribes for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe service operation including in event reporting information the deactivate notification flag. The NF sends a response back including the Subscription Correlation ID and an indication of successful deactivation of notifications. The triggers for NWDAF subscribing to NF with the enhanced mechanism are: local policies (e.g., to allow NWDAF to prepare for future requests of analytics IDs as defined in TS 23.288 [5] clause 6.2.1), or need for having data for model training. The NWDAF may request the NF to store data related to Event ID(s), or aggregated data related to UE(s).

2.
Once the NF received the request from NWDAF, there are two alternatives of actions.

2a. (If NF is not configured to store collected data for all UEs it serves) The NF triggers a window of offline event collection for the NWDAF subscription with the indication of "deactivate notification flag". The NF keeps the association between the Event ID, Subscription Correlation ID (which identifies the consumer of the event), subscriber information (e.g. notification target information) and the status of the transaction between the NF and the NWDAF as "collecting events / non-notification".

2b. (If NF configured to store collected data for all UEs it serves) The NF selects the data from the stored collected data to be associated with the request from NWDAF and further associates the NWDAF request to the collection of further events.

3.
Upon local policies, NWDAF decides that the events requested from the NF with deactivation of notification, are now required.

4.
NWDAF invokes the event subscription service operation from the NF including, with the Event ID, the Subscription Correlation ID, and the activate- deactivate notification flag. These parameters denote the identification of the transaction required by the NWDAF, i.e. retrieve data for a subscribed Event ID and trigger a new time window of event generation without notification.

5.
NFs based on the parameters received in the request from NWDAF if there is an existent subscription to an Event ID with a deactivate notification flag. In positive case, NF identifies and sends the past collected events in the period between the received activate-deactivate flag and the last deactivate flag received from the consumer for such subscription identification.

6.
The NFs check whether overall event reporting information (e.g. the maximum time window for the subscription of such Event ID) has expired. If yes, it does not trigger another round of offline event collection and deactivates the subscription. If not expired, the NFs trigger another time window for collecting the requested event ID(s) without notifying them to NWDAF.

NOTE:
NWDAF can change an existing subscription to an NF using the Data Collection with Signalling Reduction mechanisms into a regular notification of events, i.e., with notifications from NFs instead of bulk retrieval of events. To achieve this, NWDAF has to modify the event subscription removing the deactivate notification flag from the event reporting information and including the new event reporting information.

6.37.4.2
Data Collection with Data Volume reduction

The procedure in Figure 6.37.4.2-1 is used by NWDAF to collect data required to produce analytics requested by an NWDAF service consumer or for model training. It enables the NWDAF to obtain data related to events that have occurred prior to this request, and to reduce the volume of data to collect for past and future events.
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Figure 6.37.4.2-1: Procedure for Data Collection of Aggregated Data from UEs

1.
[Conditional] If configured to store events for all the UEs it serves, the event provider NF (AMF, SMF or AF) starts collecting and aggregating events related to a UE when it is allocated to this UE.

2.
One of the following events triggers the procedure:

2a/2b:
The NWDAF decides to collect data on its own initiative, based on local policies or for model training.

2c:
A NWDAF service consumer sends a request to the NWDAF for UE related analytics (see TS 23.288 [5] clause 6.7). The "time when analytics information is needed" indicated by the NWDAF service consumer may not allow enough time for the NWDAF to collect enough data (using Rel-16 procedures) to provide analytics with the requested accuracy.

NOTE:
The call flow only shows a subscription-notification model for the interaction of NWDAF and NWDAF service consumer for simplicity instead of both request-response model and request-response model.

3.
The NWDAF subscribes for some of the information described in clause 6.37.3.2. The NWDAF may include the deactivate notification flag in event reporting information if the NWDAF does not need immediate results.

4-5.
[Conditional] If the NF had performed step 1 and the deactivate notification flag is not set, the NF immediately sends a first notification to the NWDAF including the requested information, related to events that occurred before the NWDAF subscription. The NWDAF derives requested analytics and provides them to the NWDAF service consumer.
6.
[Conditional] At the end of every T0 period, if the deactivate notification flag is not set, the NF sends a notification to the NWDAF including the requested information, related to events that occurred since the previous notification; otherwise the NF stores this information for later notification to the NWDAF, as described in steps 2b-5 of clause 6.37.4.1.

7.
[Conditional] If NWDAF received a request for analytics generation in step 2c, the NWDAF derives new analytics and provides them to the NWDAF service consumer.

8-11. When UE leaves the NF, the NF purges the information it has stored related to events except information stored for later notification to the NWDAF due to the deactivate notification flag. If the subscription from NWDAF is still active and the deactivate notification flag is not set, the NF sends a last notification to the NWDAF including the requested information, related to events that occurred since the previous notification. The NWDAF derives new analytics and provides them to the NWDAF service consumer.

12.
The NWDAF cancels the subscription started at step 3 by invoking the Nnf_EventExposure_Unsubscribe service operation.
6.37.5
Impacts on services, entities and interfaces
Nnf_EventExposure service is extended with deactivation and activation-deactivation flags.

Naf_EventExposure, Namf_EventExposure, and Nsmf_EventExposure services: new Event IDs for offline aggregation of past events.

NWDAF:

-
Triggering the new procedure for data collection with signalling reduction and data collection with data volume reduction.

The proposed solution is compatible with Rel-16 specification.

* * * * Next change * * * *
6.45.2
Impacts on services, entities and interfaces


* * * * Next change * * * *
6.55
Solution #55: Enhancement for Real-Time and Near-Real-Time Communication with NWDAF
6.55.1
General

This solution addresses key issue #18: Enhancement for real-time communication with NWDAF.
6.55.2
Functional description

The definition of real-time and non-real-time NWDAF communication

Real-time NWDAF communication: The NWDAF can perform analytics and provide the outcome to the NF consumer within a time period (i.e. the required analytics delay) which is less than the expected analytics delay.

Near real time NWDAF communication: The NWDAF can perform analytics and provide the outcome to the NF consumer within a time period (i.e. the required analytics delay) which is close to the expected analytics delay.

The expected analytics delay corresponds to actual time NWDAF takes to carry out the analytics including data collection, analysis and delivery of outcome. The required analytics delay is a parameter provided by the NF consumer and it corresponds to how long the NF consume can wait for the NWDAF to carry out the analytics including data collection, analysis and delivery of outcome.
To realize real-time NWDAF communication, we think it necessary to have a solution which the required analytics delay can be acquired from the NF consumer and NWDAF can judge whether it can support real-time communication with the NF consumer i.e. by comparing whether the expected analytics delay is less than or close to the required analytics delay.

From functional perspectives, the NF consumer can provide the required analytics delay when subscribe analytics services or request analytics. The NWDAF, by its implementation, can judge the expected analytics delay for a certain task. Upon receiving a subscribe or request, NWDAF can decide whether the required delay from consumer can be supported by comparing it with the expected analytics delay. If not, it can indicate to the NF consumer so that NF consumer is aware whether it can perform real-time communication with NDWAF.

6.55.3
Procedures

Figure 6.55.3-1 provides the procedure for NF consumer and NWDF interaction to realize real-time NWDAF communication.
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Figure 6.55.3-1: NF consumer and NWDAF interaction to support real-time NWDAF communication.

6.55.4
Impacts on services, entities and interfaces

NF consumer and NWDAF needs to exchange expected analytics delay and whether the delay can be supported.

NOTE:
It is needed to check if "time when analytics information is needed" parameter as introduced in Rel-16 (see clause 6.1.3 from TS 23.288 [5]) can be reused for providing required analytics delay.

* * * * Next change * * * *
6.61
Solution#61: Improvement of QoS Sustainability Analytics


6.61.1
Descriptions
This solution is for Key Issue#7: Adding Application attributes and KPIs as the Input data in some services described in TS 23.288 [5].

As defined in TS 28.554 [26], QoS flow retain ability is a key performance indicator of how often an end-user abnormally losing a QoS flow during the time of its usage.
* * * * Next change * * * *
6.63.2
Input Data

The UE input data is collected only for the case of observed service experience analytics predictions (i.e. target period in the future).

Table 6.63.2-1: UE input data

	Information
	Source
	Description

	Application ID
	NEF/AF
	Identifying the application providing this information

	List of UE IDs (1…n)
	AF


	List of UE IDs involved in the same application 

	>QoS
	UE (via AF/MDT)

(NOTE 1)
	QoS metric(s) from UE

	>Service experience contribution
	UE (via AF)
	Individual score/weight of a UE's contribution to global service experience

	NOTE 1:
UE input data collection for a specific UE (via MDT) can be done as in 6.2.3.1, TS 23.288 [5].


Editor's note:
The method of data collection from UEs is covered in other solutions to this KI (KI#8).
* * * * Next change * * * *
6.74.5
Impacts on services, entities and interfaces


AMF: consider NWDAF result when in selection of PCF, NSSAA, etc.

NSSF: consider NWDAF result when in selection of slice.
* * * * Next change * * * *
7
Overall Evaluation


7.0
New or enhanced Analytics provided by NWDAF

* * * * Next change * * * *
8
Conclusions


* * * * End of changes * * * *
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